Computer Awareness Programme (Module 4) - Using the Internet

VI. References for Teachers
A.
Web sites for Reference
	Web site
	Description 

	1.
Office of the Privacy Commissioner for Personal Data

http://www.pcpd.org.hk/ 

	Points to note about Internet-related topics such as privacy protection and online shopping

	2. Customs cracks corporate pirated software cases

http://www.customs.gov.hk/en/publication_press/press/index_id_926.html

	The Customs’ work in combating software piracy

	3. Tung Wah Group of Hospitals - Pathological Gambling/ Internet Addiction

http://icapt.tungwahcsd.org/page.aspx?corpname=icapt&i=490&locale=en-US
http://icapt.tungwahcsd.org/page.aspx?corpname=icapt&i=510&locale=en-US

	Discussions on pathological gambling and Internet addiction

	4. Labour Department - A Guide to Work with Computers
http://www.labour.gov.hk/tc/public/oh/DisplayScreen.pdf


	A guide to work with computers

	5. Cyber Ethics for Students and Youth

http://cesy.edb.hkedcity.net/ 
	Provides information about the social, moral and legal issues surrounding cyber ethics, as well as guidance for parents and ideas for classroom activities on the subject


B. 
Summary
	Picture no.
	Kevin’s mistake

	1 – 3
	Lack of regard for intellectual property rights: Kevin should observe intellectual property rights by refraining from copying from the Internet without permission. Information on the Internet is only intended for reading and is not to be copied or reproduced without permission. Copying is, to a certain extent, illegal. 

	4
	Internet addiction: Kevin was so addicted to the Internet that he neglected spending time with his family. Also, he ate too fast for his health.

	5
	Visiting inappropriate web sites: Kevin should not go to gambling web sites; these web sites are inappropriate for teenagers.

	6
	Lack of awareness of privacy protection: Kevin should not casually give out personal information, allowing the information to be stolen for unlawful purposes. 

	7
	Privacy infringement: Kevin was not aware of privacy issues. He gave out his classmates’ e-mail addresses without their permission which is somehow disrespectful to them. What is more, this could cause his classmates to receive e-mails from unknown sources, or worse, e-mails containing virus.

	8
	Downloading software from unknown sources: Kevin should not download software from unknown sources. These software might contain virus that could easily damage the computer system. 

	9, 12
	Health risks posed by prolonged use of computer: Kevin spends long hours on the Internet, which could strain his eyes, wrists and shoulders. The lack of sleep could also impact his health.

	10 - 11
	Spreading unverified information: The Internet world is filled with all sorts of information every day, some real and some fake. Kevin acted irresponsibly by spreading information without verifying its source.
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